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Abstract: The 802.11 families are considered as the modietween network throughput, delay and the time ogleri
applicable standards for Wireless Local Area NeksdWLANs) needed for dropping a frame due to the retransamidginit
where nodes make access to the wireless media uaimdpm exceeding.
access. teCh_”ig”eSt- tlrr: such networks, eaChmr;‘;]deStﬁdL‘S A list of abbreviations and acronyms used throughbe
contention window to the minimum size irrespec e number N, .
of competing nodes.So in the case ofarge nuFr)nberOf nodes, the paper is given in Table 1.
network performance is reduced because of raidiregcollision

probability. In this paper, a game theory basedhottis being Table 1. List of acronyms and abbreviations
proposed to adjust the users’ contention windowmiproving the AP Access Point
network throughput, delay and packet drop raticenricbavy traffic CSMA/CA Carrier Sense Multiple Access/Collision
load circumstances. The system performance, ewealudiy Avoidance
simulations, shows some superiorities of the pregasethod over CTS Clear-To-Send
802.11-DCF (Distribute Coordinate Function. Cw Contention Window
CWmax Maximum Contention Window
Keywords: Contention window, Game theory, 802.11, MAC ~CWmin Minimum Contention Window
(Media Access Control) layer, Transmission probgbili DCF Distributed Coordination Function
DIFS Distributed Inter-Frame Space
: DSSS Direct Sequence Spread Spectrum
1. Introduction EDCA Enhanced Distributed Channel Access
MAC protocols are classified into two general ctmss  MAC Media Access Control
deterministic and random (based on competition). In NE Nash Equilibrium .
deterministic media access methods reservation amésns PCF Point Coordination Function
PHY Physical

are used in central or distributed fashions. Irdoan access PSO Particle Swarm Optimization

methods, channel access time is not predictabldEEE QoS Quality of Service
802.11 DCF mode, wireless nodes compete to actess t RTS Request-To-Send
shared wireless medium. The most important probiem SIFS Short Inter-Frame Space
such networks is the way in which a node is setkdte SNR Signal-to-Noise ratio
access the channel. The MAC layer is responsible fo TFT Tit-For-Tat

optimal and fair channel assignment, while preventi V-CSMA  Virtual Carrier Sense Multiple Access

collision which occurs if two or more nodes serdniies WLAN Wireless Local Area Networks
simultaneously. ) ) i

Many studies are conducted on the application ae [N the rest of this paper, carrier sense multipteeas
theory in medium access control. Game theory exesnine Methods are briefly reviewed in section 2. Sectiris
decision making process in a common environmenh widevoted to game theory introduction. In section ofne
several decision makers, who have various objextive related researches are addressed. The proposeddmisth
mind. So the nodes of 802.11 based wireless netwark presented in section 5. To evaluate the performafdbe
good examples of such a situation and game thadnighly propose method, the simulation results are repoged
applicable in the wireless networks. discussed in section 6 and finally the paper ischated in
Designing a payoff function, including utility andost section 7.

functions is an important challenge in using gahmemty. In

most randor_n access games, payoff functi_ons have beg Cgarrier Sense Multiple Access (CSMA)
defined heuristically without enough explanationit,Hn the Protocols

present study, a reasonable payoff function fromldical
aspects of DCF is suggested. In the proposed method The CSMA protocols maybe based mon-persistenand p-
infrastructure-less network, consisting of N simiteodes is persistent methods. In non-persistent CSMA method, a
considered. The nodes have the same radio rangéeard station senses the channel and upon finding thenehadle,
each other. It is also assumed that all packet® lemual it sends its data; otherwise it waits for a randuemiod and
sizes, and errors are only caused by collision.s@@iening repeats the procedure again. In p-persistent CSMishwis
the number of active nodes in the network, a gameery proper for time slotted channels, once a statioreély to
based method is presented to improve the netwotkansmit, it senses the channel, upon finding the Ehannel,
performance. In this method, the nodes can adjusir t the station sends its data with the probability pfor
minimum contention wondows by creating a tradeoffostpones its transmission until the next time slgh the
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probability of g=1-p. Due to propagation delay and waiting

for the idle channel, collision is still possiblBut it is CW max

avoided during the frame transmission éckoffalgorithms

based on Contention Window (CW) or persistence

probability.

In the backoff algorithm, before transmission, eadde

waits for a random time, limited to its CW size. In

persistence mechanism, each node maintains a teacss

probability and whenever it finds the channel idtepakes 63

an access to the channel with this persistenceapility.

Moreover, CSMA/CA is an enhanced version of CSMA in , 15
. . CWmin | 7

radio environments [1]. —I\ Lol -

The 802.11 families are considered as the mosicaiyé set Y Yy

of standards for WLANs which may be configured and T L soeonird Retransmission

implemented centrally or in distributed mannercémtralize — First Retransmission

mode a key element called AP (Access Point) isaesiple " Inkis) Allompt

to establish the connection among stations. Athefstations Figure 1. An example of increasing CW: CW=7,

served according to this scheme should be in the ABPW,,=255,6=2, r=7 and m=5 [1].

coverage area. In this way, channel access proeésiunder ) ) o

the constant control of AP. In IEEE literature stis known If persistence mechanism is implemented, channeesac

as PCF (Point Coordination Function) mode. probability equals to the persistence probabilify. (n case

In the distributed 802.11 mode, which is known agFD Of using backoff mechanism, by assuming=0, the

(Distributed Coordination Function), there is nontal transmission probability is related to the minimum

element to control the shared channel access puoee8o contention windowCW,, according to Equation 2 [3],[5]:

each station has to enter a contention procedwtaesolve '

255 255

31

possible collisions before each frame transmisdierDCF, 2

stations use CSMA/CA as their multiple access abntr L= (2)

protocol, in fact a backoff algorithm with a contien binary CWmini +1

signal, expressing transmission success or failige

exploited. If some nodes make access to the channel simuliahgo

Each node monitors the channel activity. If tharatel is collision happens, so the collision probability) j8 defined
idle for a time interval called DIFS, the node sgsending as Equation3, whend is the number of competing nodes:
data. Otherwise, it persists on monitoring unti tthannel _ 3)
becomes idle for DIFS duration. Next, a random b#ck p=1- HjDN,jﬂ(l_Tj)

time is selected by the node based on Equation.1. _ o
Generally, user are able to tune their transmission

Backoff Time = Random (CW) x a slot time (1) probability by modifying the backoff control paratee

There are two access mechanisms in DCF mode: BaéRersistence coefficient), CWi, value and maximum
access mechanism; and RTS/CTS mechanism. In baBrckoff stagesnivalue) [6].

access mechanism, when the backoff timer is timegdthe [N WLANs, middle nodes are exposed to collision epor
transmitter station begins to transmit. Wheneveeeeiver rather than the ones with less contending neighbsos
receives a frame successfully, it will send arniddle nodes tend to choose longer backoff delagrd 7].
acknowledgment frame (ACK) back to the transmidtieer a  In the original version of DCF, each new transnoissiegins
time interval called SIFS [2]. with the minimum value o€W,disregarding the contention
However, in RTS/CTS mechanism, at first the tratemi level of the network. Hence, in the presence ofaayd
station sends an RTS (request_to_send) frame toetwver. number of nodes, if no real contention status issimtered,
After the RTS is received by the receiver, it sehdsk a the CW value increases due to consecutive collisions.
CTS (clear-to-send) frame to the transmitter. Itwisrth ~Therefore, to gain higher throughput, lower codifsiand
noting that CTS is sent out only if the channeidie. The better fairness other methods which can adjustGié or
transmitter recognizes a collision, if it does neteive any Persistence probability dynamically through modifyithe
CTS. The data frame transmission begins after veethe contention parameters li@Win , CWrax, M, o, andr are
CTS. And finally the receiver will send the ACK ffne to needed.

the transmitter if it receives the data frame octtye

Because of simultaneous transmissions, collisiopoissible 3. Game Theory

with this protocol. So after each unsuccessfuldmgission,
the CW is multiplied by o, which is called persistence
coefficient, then the backoff process is repeatgaim The
process continues until the size of the contentidmdow
reaches its maximum valu€W.,=c"CWy,i, wherem is the

Game theory is a field of applied mathematics tiescribes
and analyzes circumstances in where multiple ppatits
interact or affect one another. In other wordsgames, a
person’s success depends on the other's actiong. Th

maximum backoff stages. ON@@W reachesCWig, it is problems of interest involve multiple participantsich with

preserved until the frame is transmitted succelystul the ndividual objectives related to some shared resesir A
retransmission times gets to the re-try limitvhen the latter 92M€ includes some players, a series of actionsaasaties

takes place, the frame will be droppedn example of this of payoff functions. A payoff function is the sudtion of
procedure is presented in Figure 1. utility and cost functions. A utility function is parameter in
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measuring the satisfaction level of a user. By méging the
network utility (e.g. the sum of all users’ utiéii) the social
welfare is maximized. One player’s strategy cafuite each
action out of the player’s action spaces or a mixtf them.
The mathematical representation of a game is dewsl
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maximum payoff rather than the corresponding non-
cooperative game. Pareto efficiency is the regstandard
criteria for expressing the equilibrium profitabili in
cooperative games. Pareto means that a user mayédixe
to increase his/her utility without decreasing east one

where N is the number of playeiss are the users’ actions user’s utility. The other type is the non-coopemtgame

space andu;s are the payoff functions.

G=<N {A},{u}> )

In a game, the point where all players have madsr th

decisions and a result is obtained, is caltegilibrium. The
most popular equilibrium is a Nash Equilibrium (N&here
none of the users gain any benefit by changingtitgegy on

its own part. LetX be a strategy profile of player and
X_; be a strategy profile of all players except player

when each playei [JN selects the strategy, then

playeri obtains payoffu. (X ) as follows[11], [13]-[19]:
Oi, % OA X #X U (x,x) 2u(%,x;) ©

If players clearly choose an action; it is calldd t‘pure
strategy” and when they have no total trust in o@mb's
action, this type of action is called “mixed staté In the
latter a pure strategy is chosen stochasticallyshNaroved
that by exploiting mixed strategies, in a game vétfinite
number of players who can choose from finitely manye
strategies, there is at least one NE.

Pareto efficiency is obtained when a distributitrategy is
developed in a manner where one party's situatomat get
better without making another party's situationseor In
formal definition, a Pareto optimal Nash equililiuof a

game is any Nash equilibriunt’ = (X;,..., X,) provided
that there does not exist any
Y =(Yi,..., ¥,) with U (X)) <u(y’). Since the early

1990s, computer science and engineering have kst do
this list. [10 to 14 and 20 to 22].
Games are divided into several types from variGggeets.

where every player adopts strategies without sbarin
information with others. In non-cooperative gamiéshere
exists equilibrium, it is the Nash equilibrium. general, the
Pareto optimality is an optimal operating point fosystem;
but the non-cooperative game’s equilibriums ardficient
under general conditions. The manner the interagilayers
are convergent towards equilibrium is defined ag th
dynamics of a game. There are many techniquedeahdta
system towards Nash equilibrium, the most comma ar
best response, Gradient, and Jacobian method.

The simplest technique for updating strategieshis best
response strategy. This means that at every stagé, node
selects the best possible reaction against thevhmhaof
other nodes in the previous stage. Another teclenifiu
updating a strategy compared to the optimal regpdsshe
Gradient game which is considered as “the bettgramese”.
Here, every node gradually adjusts its strategyalBj, in the
Jacobi method, every node adjusts its strategyepably
towards the better response.

The ability to model individual independent decisimakers,
whose actions potentially would affect all otherciden
makers, makes the game theory particularly attractn
analyzing the performance of ad hoc networks.

In medium access games, the reverse engineeringlsnofi
available protocols, reverse engineering of delrgiwmint,
and forward engineering and heuristic methods areally
used to determine the utility function. In forward
engineering, usually an optimization problem taket
account and the utility function and payoff arenfiotated

equilibriumaccording to the player's actions. Convergence and

consistency features, derivability and convexity tbese
functions are necessary. As heuristic and matheaiati
models can introduce various functions as a utibityd
payoff, forward engineering process accepts a tarigess of
utility functions [23].

For example, static and dynamic, cooperative and- no

cooperative, complete information and
information, repetitive and non-repetitive games. static

games, the users choose their own strategies sinealtisly
and even if they adopt the strategies in diffetanes, they
do not have any kind of information about other risse
strategies.
alternative decisions and every player is inforrabdut the
strategies as previously selected by the other epay
Moreover, as the players should gain enough infioma
regarding all other features like strategy spaegoffs and

so on; they are divided into two complete and inplete

information games. If the payoffs of all the otipdayers for

any combination of strategies are clear, the garas

complete information. Otherwise, even if it is rod¢ar for

one of the players, the information will be an ingiete

one.

In cooperative games, the players collaborate gatth other
and the problem will be turned into an optimizatfmeblem

incompletQL Related works

In WLANSs, media access control is a distributedrapph to
sharing a wireless channel among contending notres.
random access games, the wireless nodes are ahiseove

In the dynamic games, the players makee payoff of other nodes through some contention

parameters. Usually, the strategy adopted by aepléy
either transmission probability or contention windolts
payoff includes its benefit obtained from accesstlte
channel and packet’s collision cost. Users carmedé and
adjust their own transmission probability and ctindal
collision probability by sensing the channel [34], [25].
hBased on many previous works, it is determined that
players try to increase their benefits from thewoek by
adjusting parameters like contention window, traission
power and data rate. From the players’ strateggpeetive,
the CSMA games can be divided into access contioitly
power and access control games as illustrated ly th

whereby every player leads the system toward aakocflowchartin Figure 2.

equilibrium. In a cooperative game, all the playéms to
maintain agreements through collaboration, barggirand

negotiation with one another, so that they may iobta
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Figure 2. Taxonomy of CSMA Games [1]

As the optimal value o€CW,,;, depends on the number of

nodes, in [26], [27] the channel contention prodassveen
the nodes is modeled as a dynamic game. Zhao tetval
proposed cooperative games for improving the peréoice
in Mesh networks, WSNs and Ad Hoc networks [6],]{26
[35]. In these proposed games each node estimages
number of competing node and then adjusts its minimal
contention window as follows:

_(Inxrand(67)] n<5
" ||nxrand(7,8)] 6<n
Where,rand(x,y) returns a random value betweeny and
|_ZJ is the largest integer not more than its argument.

CW,

m

(6)
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particle swarm optimization, [36] has proposed anga
called (G-PSO) for WMNSs.

Along the utility function definition, new utilitjunctions to
capture their gain from channel access is defii3&d, [38].
Authors of [39] have proposed a non-cooperative and
contention-based medium access game (CAG) withalinit
frameworks similar to that of the [40] with selfigksers.
Then CAG is converted into a constrained optimarati
problem and the strategy is updated by the gradresihod

to reach Nash equilibrium. The behavior of non-arafive
users who tune their access probability by changhegr
persistence coefficient or the backoff exponentahtrol
parameter in proportion to the network collisiomtss is
studied in [5]. To minimize the communication oveald in

the cooperative scheme, Yang et al. [4], [41] fdated the
random access as a non-cooperative game to maxtheze
individual payoff. The utility expresses users’isaction of
successful transmission and the cost function ceptthe
energy cost and transmission failure due to colisUnlike
non-cooperative protocols such as [5], [40], thi®nN
cooperative Random Access scheme(NRA) uses a denera
increasing and twice differentiable function insteaf the
linear collision cost in order to express differéewels of
services tolerances of transmission failure duedtision.
Authors of [42], [43] have established a MAC praibwith
selfish users who are energy constrained and alee tab
change their contention window as a repeated non-
cooperative game, GMAC. In GMAC all network nodes a
selfish, rational and do not cooperate in manadimgjr
communication. A tolerant strategy called Generd#sr
(GTFT) for the random access game is suggesteddh [
Since [42] selects a generic utility function andesl not
consider packet delay, jitter or other factors, ribgultedCW
in some cases is too long. A Two Round non-cooperat
Game (TRG/CSMA) is defined in a work proposed b¥][4
In the first round of the game, throughput and yledae
§elected as the optimization goals [45]. Then tames are
played separately, betweew nodes to achieve the Nash
equilibrium in each case. In the second roundthheughput
and delay are considered as the players and fa2rplayer
game to adjust the transmission probability. Thin@ns [46]
propose two non-cooperative games one of which
complete information and the other is incompleteiider to
model the contention based medium access. It igeprthat
there are an infinite number of Nash equilibria five

is

[29] mesh routers estimate the game state basednon incomplete one but not all end up in fairness. &fae, it

incomplete cooperative game and broadcast thisnretion

may be beneficial for the selfish users to adhera set of

to the clients. Then all clients perform a coopieeagame Constraints that result in fairess in a non-coapes
based on estimated game state and obtain the cbptirffi'a';h'on- The complete information results are edéeinto a

equilibrium strategy. The best strategy for nodéh ywore

competitors is the selection of a gratéw,,, in order to

reduce the collision probability. One advantage games

compared to other games is that there is no neegduange
information like SNR [7].

If the distribution function of the payload size tbe frames
is known, the optimaCW,,, is a function of bit rate and
number of competing nodes. In [28], it is suggeshed each
node estimates the number of its opponeris then tunes
its CWin based on its bit rate. In [30], [35] a game-th&ore

more realistic incomplete-information scenario.

The Contention Window Select Game (CWSG)
formulated as a non-cooperative game in [47] basedts
received SNR in wireless sensor networks. Sincehm
cooperative game proposed in [48], there is notugho
feedback and little information is exchanged acrtiss
network, [49] proposed a non-cooperative randomesgEc
game with pricing (NRAP). The problem of maximizing
CSMA throughput is investigated and an analytiedtion
between MAC throughput and system parameters iseter

is

EDCA (G-EDCA) to improve QoS in WLANS is proposed.[5o]- In this game, each node not only needs tcsiden its

Another simple protocol called (G-CSMA/CA)

that©Wn throughput as profit but also needs to consideertain

calculatesCWi,, after each packet transmission to maintaiR€nalty as the price for its adverse impact onratbeles.

the real contention level is proposed in [29]. Whigispect to

An interference-aware MAC protocol, which consid#rat
nodes are concurrently transmitting in nearby eltsstis
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formulated in [51], both in the static and dynangame Kalman filters. These two methods are accurate ewen
settings. In [52] an Incentive Compatible Mediumc@ss unsaturated situations but their implementation niiesh
Control(ICMAC) is presented. It provides incentiies the nodes is very complicated. A model called VCSMA/GA
players in a wireless network for optimizing theemll proposed in [29], which works like CSMA/CA but only
utility by using a Bayesian game formulation. Ichannel manages virtual frames. To schedule such framssrigar
contention problem is implemented as a non-cooperat to real frames and their difference lies in thet fiat in
power control game called GMAC. GMAC uses a sharedCSMA/CA when a node decides to transmit a virtual
channel for data and control and a linear priciagtdr of frame, no other frame is transmitted [29].

power consumption is used in the definition of igtil In the proposed game, each node with packets trtri,
function. In [56], [57], a distributed power-awaMAC estimates the number of competing nodes using CEMA/
algorithm called PAMG is modeled for Ad Hoc netwsrk and in case of having no packet to transmit, itawist the
using static non-cooperative game idea. In thisegaeach number of nodes through VCSMA/CA.

active link is considered as a player and its sgpatvectors In DCF, each selfish node attempts to increase its
are two-dimensional including transmission and powdransmission probability or equivalent by decregsits
probabilities. In [58], the issue of joint randoracass and contention window to improve its throughput. In@iea the
power control design in wireless Ad Hoc networks isransmission probability by a node stimulates otiades to
addressed with the use of game theory. A crossr layetaliation, which enhances the collision, so tledag and
optimization problem of power allocation by conlirtd the packets drop ratios are increased. Therefore, elry-
contention window size in sensor networks is foated in sighted rational user, paying attention to the othsers’
[59] and the utility function is considered as theiprocal of retaliation, knows that she/he should cooperatd wiher
time delay. To get more information about randorneas users in order to maintain or increase her/hisuginput in a

games , refer to [1 and 60] for more details. satisfactory level.
Since it is assumed that all nodes hear one andtiey can
5. Theproposed method estimate the number of contending nodes and can for

cooperative game as [29]. The contention windowtrobn
In the proposed method, a network consistinghafimilar problem can be formulated as a cooperative gamanor
nodes is considered. Nodes have the same radi@ r@amg) optimization problem. In game theory, payoff funatiis
each node hears the others. Also, it is assumedalha very important. Payoff function includes utilityrfations and
packets are of the equal size and errors are aniged by cost functions. The utility function is used forfideng the
collision. Many studies have shown that DCF perfamoe is  user’s satisfaction level from her/his action. Muaiding the
very sensitive to the number of competing nodeskvhiy to  network utility will result in maximizing social vifare of
transmit their packets on the shared media, simedtasly the system. The payoff function should be converetult a
[61 and 62]. DCF analysis indicates that the numbfer unique optimum solution. The objective here is btain a
competing players is a function of conditional idin tradeoff in maximizing global throughput and rechgrithe
probability p and transmission probability Each node can delay and packet drop probability.
measurep and r through several counters independentlytn the game, throughput is considered as a befuzfitsers,
Transmitted-Fragment Counter that counts the tatiahber the users are also inclined to reduce their packep
of successfully transmitted data frames, ACK Failurprobability. The average delay of successful tratieth
Counter that counts the total number of unsucchgsfupacket is considered as the cost observed by esah n
transmitted data frames and the Slot Counter thants the other words, increasing the contention level leémsan
total number of experienced time slots. Assumingidmal increase in the time required to win a transmission
channel (free of noise or interference) the numbér opportunity which increases the media access datsgy for
competing nodes can be obtained from the followingaiting packets in the transmission buffer. An @ase in

equations [62]: contention also causes an increase in collisiorbabibity
B _, . log(1-p) (7) which requires a greater number of retransmissitms
n= f(p, T)_1+4Iog(1— r) minimize the packet loss ratio. Finally, theseaesmissions

increase the delay time required for a successadket
transmission [64]. For this purpose, first, defors of
(8) throughput, packet drop ratio and delay, which @rained
by DCF analysis, are given and next the payoff fiomcis

; determined.
AckFailureCount
= I d ith th ted lysi del8(@.11
P TransmittelFragment©unt+ AckFailureCount ©) n accordance W e presented analysis modeis '

the saturation throughpu$)(is defined as a fraction of time
during which the channel succeeds in transmittiagkpt as
follows [62 and 65]:

5= PR,E[P]

In [62] a clear statement af againstp and contention (1_ Ptr)a"' PsPtrTs+(l_ Ps)PtrTc
parameters lik&€€W,,i,, m ands has been derived. However,

Vercauteren et al., [63] have shown that Equatiasi.@nly Where, O is the duration of an empty physical slot timg, P
correct in the saturated situations where each raddlays s the channel busy probability— due to transmissar
has a packet to transmit, so they do not work pigfer  collision - and Ris the successful transmission probability
bursty traffic. To resolve this problem, [61] pregs two which are defined as follows [62], [65]:

mechanisms for estimating the operation time, ARIsiAd

= TransmittelFragment@unt+ AckFailureCount
SlotCount

(10)
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P =1-(1-7)" (11) Parop = P (18)
The average time required for a packet to expeeient

1 n-1 (12) collision or error is named the average durationlr@ipping
P :M time. The average time to drop a packet is given by
s P, Equation. [67]:

ETyop) = E|Nuroo [E[SlOH] (19)

TsTn and 1 indicate the duration of successful
transmission, duration of collision, the numbemoties and _+vr CW+1 (20)
transmission probability, respectivelyTs and T. are ETdrop]_zi:O 2 E[Sl()t]

calculated as follows [65], [66]:
where El_NdropJ is the average number of slot times required

staSiC =H + E(P) + SIFS+ ACK+ DIFS + 29 (13) for a packet to experiencel collisions or errors if0,1,...r)
stages andCW is the contention window size at staige

basic — (14) Based on Equation 20 , it could be concluded thatrder to
To H +_E(P)+ DIFS+9 ) decrease the drop rate, the [[J has to be prolonged
where, E[P] is the useful data (payload), H isfteader of through initializing CW,,with a great value.
MAC and PHY layers and is the propagation delay. DIFS As mentioned, the objective of this article is ®ach a
and SIFS are DCF Inter-Frame Spacing and Short-Intaradeoff in maximizing the throughput, decreasing MAC
Frame Spacing, respectively, defined in the 808tafidard. delay and reducing the packet drop probability na
Based on Equation.10, it is apparent that each nademake game theory. For this purpose, a cooperative gawledes
its throughput grow by incrementing its transmissioan infinite set of strategies (Og<1) and a set of utility
probability. In fact, increasing the transmissiomkbility  functions {u}.
means choosing lower values Wy, which is equivalent |t is obvious that throughput, delay and drop tilmeve
to access the channel more quickly, that resultbigher different units in different ranges, and they hawe be

throughput. As it is assumed that all nodes arél@irand normalized. Therefore the payoff function is defires the
they always have packets to transmit. The transomiss following optimization equation:

probability increase results in the collision prbiigy S E(T,0) E(D.)
growth. Hence, there is an optimal transmissiorbabdity U, (7;) =w, W, N = Wy !
that depends on the number of nodes, payload s ®ther MaX(S) MaX(E(Tdropi )) MaX(E(Di ))
parameters in order to achieve higher throughput. (22)

The MAC delay can be considered as the time i”terVESubjeCttO 0<r <1 (22)

between the beginning of the backoff stage and the3
successful reception of a frame. In other words, aherage

time duration between two successive transmittimckpts is
considered as the delay. MAC delay is measured fioen
moment a packet is arrived at the head of the MA€ug The weights(W,) can be adjusted based on traffic types

until the transmission is acknowledged. If a packet and some users’ objectives such as increasing ghpu,
dropped, the delay for such a packet is not caledlin the decreasing delay or reducing the number of drogedes.
average MAC delay. Therefore, assuming that E[Xthis Payoff function for different number of nodes (2artd 10) is
average number of time slots for a packet's suégkesspresented in Figure 3. It is obvious that this fiore is
transmission, the average delay for a packet twamsmitted concave in [0, 1] region.

successfully is estimated by Equation.16 , wheris the

w =1 (23)
1

retransmission limit angp is the collision probability[67]: v ‘ ‘ ‘ O
1r n=5
E[D] = E[X]E[slof] (15) I n=10
. % osf ~
CW +1 (pl _ pr+1) (16) E \\ .
E[D] = zr I2 r+1 E[S|Ot] 3 04y .\'
i=0 1-p 3 e
E 0.2f AN
E[slof] is the average length of a virtual slot time defi as: 0r et e
E[slof =(1-P,)o+PR,T,+(1-P)P,T, (7 ol ]
In addition, R, is the probability that a packet has reached Transmission Probability

its re-try limit (r), that is the maximum back affage, and
experiences another collision or error. By incregsi

_transmiss?on pr_ol_aability, ‘H’P.i.s incr_eas_ed, because of anAccording to the payoff function, three statemeantkience
Increase in collision probability which '?.d”? Mtsma” the transmission probability, one with positive aup and
size of C Wi The packet dr(_)p probability is def'f‘eq 4%he others with negative impacts. Considering thze
Fhe probablllty that a packet is dropped whenréitey limit proposed game is a cooperative game, the objeutireis to
is reached. This phenomena are defined as : obtain a global optimum point. Hence, if the above

Figure 3. Payoff Function for n=2, n5, n=10.
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optimization problem is solved by the best respans¢éhod,
the optimal transmission probability which is atee Pareto
optimal will be obtained through:
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in DCF. Therefore by increasing the network arritraffic,
collision probability is increased and DCF throughps
decreased. In fact, collisions waste the channabthwalth

dy and a big fraction of time is used as contentiometiln the
— =0 (24) proposed method, collision probability is contrdlldy
dri changing the minimum size of contention window lasven
ds AE(Tyop) dE(D)) in Figure 4. The network throughput of the proposebeme
du. T T T is fairly fixed around 3.5Mbps. In addition, the merical
L=w, ' +W, ! - W, ' results of DCF and the proposed method are prafeante
dr; Max(S) MaX(E(Tdropi)) MaX(E(Di )) Figure 4, which show the similarities of the nuroatiand
(25) simulation results.
Considering that the obtained optimum transmission 4
probability, the minimum size of the contention ddnv can
be calculated. The obtained results have shownithgte 7 37
suggested game, each user improves its successfu\g 34
transmission chance by increasing its transmission 3 34
probability, while this increase causes an incramign ® )8
collision probability, as well. Such collisions Wilesult in e
increasing the packets drop ratio and time deldwsT in F 25
case of less number of contending nodes, the nsiesld 22
select a smalle€Wyin and_ it to be as the best stra_ltegy. In the S 10 20 30 40 50 60
case of more contending nodes, grea@®,, is more Number of Nodes

appropriate in order to reduce the collision pralitgband
the drop probability. This game can be implemented
decentralized manner.

6. Simulation results

To assess the accuracy of the proposed game, apricea
simulation was performed with different number ofles up
to 60 nodes and by physical layer information ideld in
Table 2. It is also assumed that all the nodes sawdar
traffic types. The time duration for simulation wa800
seconds and the CBR input traffic was considerad @il1
packets/Sec arrival rate. Therefore as the tratiie gets
heavier, the network enters in saturation statamfabout
five nodes. Each simulation is repeated severag¢dimith
different seeds and a series of values for eacd see
gathered. Consequently, the obtained results hlms¢d on
mean values of all simulations.

Table 2. Simulation Parameters

PHY Header 192 bit

MAC Header 272 bit

ACK frame size 112 bit

Payload size (E[p]) 4096bit

Physical layer IEEE802.11 DSSS
Time slot 20ps

Maximum retransmission limit | 7

Physical Data Rate 11Mbps

—+— Proposed Method{Sim.) —#— Proposed Method{Num.)

DCF(Sim) —— DCF(Num.)

Figure 4. Throughput comparison between the proposed
game and 802.11 DCF
To show the proposed method accuracy, throughpth wi
confidence interval 0.95 is illustrated in Figure 5

3.515

3.513

3.511

3.509

3.507

3.505

3.503

3.501 . . T T . .

5 10 20 30 40 50 60

Figure 5. Throughput of the proposed method with 0.95
confidence interval.

6.2 Delay Comparison
The end to end delay of all the packets receivedthey
wireless LAN MACs of all WLAN nodes in the netwoakd

To have a better understanding with respect to tHerwarded to the higher layer is considered asydeTdis
performance of the suggested method, this method dglay includes medium access delay at the sourc€ lirid
compared with the 802.11 DCF. These comparisons df@nsmission delay. MAC delay represents the tattl
made based on three criteria: global throughmd,te end queuing and contention delays of the data, managearel

delay and packet drop ratio.

6.1 Throughput Comparison

The network throughput represents the total nunabdaits
(in bits/Sec) forwarded from wireless LAN layershigher
layers in all WLAN nodes of the network (Figure Bpr the
total number of nodes in the DSSS PHY mo@a\, is 31

ACK frames transmitted by all WLAN MACs in the
network. For each frame, this delay is calculatsdtlze
duration from the time when it is inserted into the
transmission queue, which is the arrival time fiyhler layer
data packets and creation time for all other fraypes, until
the time when the frame is sent to the physicadddgr the
first time. In a similar manner, this time may indé
multiple numbers of backoff periods. Figure 6 shaoive
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comparison of the proposed method and DCF delay.

35
30
_ 75 ﬁ"——.’#i
g 20
> 15
E 10
> 4
0
5 10 20 30 40 50 60
Number of nodes
—i—-DCF —#—Proposed Method
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DCF is much greater than the proposed scheme amsihno
Figure 7.

70
60
50
40
30
20
10
0] \ 4
5 10 20

30 40 50 60

—4—Proposed Method =ll=DCF

Figure 6. Comparison of the end to end delay of DCF andFigure 7. Comparison of retransmission exceed drop ratio of

the proposed method.

DCF and the proposed method

At DCF, CWg;, for all numbers of nodes in DSSS model isThe considerable improvement of the suggested rdetlith

always the same and is equal 31. When the numbaodds

respect to packet drop rate in time compared to180%

is less this size c€W s great, so in this situation, the delayindicated in Figure 7. The packet drop rate becanfse

of DCF is about 4 second more than that of the qsed
algorithm. Since the proposed method u€%,, smaller
than DCF, it has lower delays. Due to the lower berof
nodes, traffic is not very heavy so queuing delag MAC
delay is lower. By an increase in nodes number delays
are increasing; however, the delay of the proposethod is
lower than that of the DCF. Since a great queue &&zg.
10000 packets) is used in this simulation, thereds any
drop because of queue overflow and all packets

processed. Howeveit causes an increase in queuing dela

which resulted in an end to end delay growth. Asdhlay is
great and its confidence interval is very smalk imot visible
clearly and it is not shown here. In the saturatinade,
however, the DCF collision rate is drastically i&sed and
lots of packets are dropped, but the delays ofetlpckets
are not considered in the MAC delay calculatiorthdugh
the delay of dropped packets is not consideredhénniedia
access delay, the delay of DCF is more than thathef
proposed method in most states. This is becautfeecdxtra
collisions occurring in DCF.

6.3 Drop Comparison

From Drop perspective, a packet may be droppedatwwo
reasons: queue overflow or retransmission limipasses. It
is clear that queue overflow dropping rate is higlépended
on the queue size. As the MAC queue size is assumnbd
about as a great value, the total size of highgerlalata
packets, no data packet in WLAN MACs is droppedhe
gueue saturation.

Retransmission exceeds dropping is defined as higdler
layer data traffic (in bits/Sec) dropped by all thd_ AN
MACs in the network as a result of consistentlylirigi
retransmissions. It represents the number of thkehnilayer
packets that are lost because the MAC could n&iveany
ACKs for the (re)transmissions of those packets #rel
packets’ re-try counts reached the MAC'’s re-tryitinin
retransmission exceed aspect of dropping; the datg of

0.25
0.2 T| | |
a 0.5 T /{—_‘ 1 1
{/(
0.05
0 : : : : : : .

exceeding from retransmission limit in this prombseethod
is very small and ignorable. Figure 8 illustrathe packet
drop ratio with a 0.95 confidence interval.

5 10 20 30 40 50 60

Figure 8. The Proposed Method Delay with Confidence
Interval 0.95

The proposed method improves the network perforeanc
with respect to throughput and drop ratio. The ssted
method is considerably different from 802.11. Hoemv
amongst the advantages of the suggested game cednjmar
that of the other existing games, one can mention n
requirement of exchanging any information like SNReue
size and additional signaling. Despite the factt thize
periodical exchange of the game status is diffi¢ait the
nodes and results in more energy consumption and
bandwidth wastage, the nodes are always sensirchtrael

in order to obtain the probable packets, nodesesiimate
the game status by the channel sensing. It shoeld b
understood that taking the dynamism of the gantatis, it

is not always possible to estimate the status @fgdime on
time and accurately.

To reduce the computational complexity in this oregd
method use a lookup table to speed up the B&¥tin
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selection based on the number of opponents is beif]
suggested. In other words, each node before aagnpttto
contention, can make its lookup table which detaasithe
CWminbased on the number of contending nodes. After that
it can estimate the number of contending nodesusedthis [3]
lookup table to adjust it€Wmin in each state, fast.

7 Conclusion and Future Works ”
In this study, a cooperative game is presentedeterthine

the best minimum contention window size under heavy
traffic. AS game theory has turned into a powetfd! for
analyzing and improving the performance of contemti [5]
based protocols several MAC games are presenteetewh
the nodes’ actions are transmission mode or waitmgnost

of the games, a set of behaviors including transios
probability, transmission power and data rate arsiclered. [6]
Specifying proper utility functions provide betteredium
access schemes which can gain service differesiand a
better contention control. Consequently, it canawobta
higher throughput. Therefore, payoff functions thatlude [7]
utility and cost functions, is very important imdom access
games. In most studies, however, this function eneéd
heuristically without sufficient explanation, biittjs trying to

use a reasonable payoff function. In the proposethod, [8]
first every node estimates the number of nodegdas its

local information and then, it adjusts the minimgime of [9]
contention window by maximizing the global netwark’
payoff function. The simulations indicate somd10]
improvements of the suggested method compared ©iDC
terms of the throughput, decreasing end to endydatal

drop rate.

In the future tasks, one can mention adjusting ecatjve [11]
multi hop contention window and some influencing
parameters on throughput by considering the nodetslity.

It seems that applying multi-dimensional strategcters [12]
which consider parameters like transmission opmistu

rate and power, modulation type and spatial reusevire [13]
rational options while the users have differenfgnences. In

this game, the traffic arrival rate is not cons&emhile it

may be beneficial. [14]
In addition, in CSMA networks, the users normally ot

have much information about one another and thekema
decisions based on estimating incomplete informafidhey [15]
may improve the power of their decision makingsotigh
gathering more beneficial information; thus, somepte [16]
solutions for gathering more information may be dferal

as well. Combining the game theory and the aréfici
intelligence and learning methods may be helpfidgstimate

the game status. [17]
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