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Abstract: Healthcare Monitoring Systems (HMSs) use Wireless 

Sensor Networks to monitor patients in hospitals and elderly people 

living in Ambient Assisted Living environments. HMSs assist in 

monitoring chronic diseases such as Heart Attacks, High Blood 

Pressure and other cardiovascular diseases using Wireless Local 

Area Network such as ZigBee/802.15.4. Wearable and implanted 

devices are types of Body sensors that collect human health related 

data and transmit it over Personal Area Networks (PANs) such as 

ZigBee. However, PANs are facing the challenge of increasing 

network traffic due to the increased number of IP-enabled devices 

connected in Healthcare Monitoring Systems to assist patients. 

ZigBee technology is an IEEE 802.15.4 standard designed to 

address network traffic issues in PANs. To route traffic, ZigBee 

network use ZigBee Tree Routing (ZTR) protocol and Ad hoc On-

demand Distance Vector (AODV). ZTR however suffers a 

challenge of network latency caused by end to end delay during 

packet forwarding. This paper is proposing a New Tree Routing 

Protocol (NTRP) for Healthcare Monitoring Systems to collect 

Heart Rate data signals from a human’s body. NTRP uses Kruskal’s 

minimum spanning tree to find shortest routes on a ZigBee network 

which improves ZTR. Neighbor tables are implemented in NTRP 

instead of parent–child mechanism implemented in ZTR. To reduce 

end to end delay, NTRP groups’ nodes into clusters and the cluster 

heads use neighbor tables to forward heart rate data to the 

destination node. NS-2 simulation tool is used to evaluate NTRP 

performance.     
 

Keywords: NTRP, ZTR, Healthcare Monitoring Systems, 

Ambient Assisted Living.  
 

1. Introduction 
 

ZigBee is a Low-Power Personal Area Network (PAN) that is 

good in wireless control where two or more nodes are 

connected together in a multi-hop mesh network. Healthcare 

Monitoring Systems for Ambient Assistive Living are 

designed to monitor the physiological status of elderly people 

using technologies such as ZigBee, Bluetooth, Wi-Fi etc. 

AAL area can be a smart home that is equipped with sensors 

and actuators that connects together through a Personal Area 

Network (PAN) such as a ZigBee network. According to [1], 

AAL uses ambient technologies such as data sensing, data 

processing, data transmission, and artificial intelligence, to 

enable new products, services, and processes. 

These technologies provide health assistance to elderly and 

disable people. Due to aging, elderly people are immune to 

cardio vascular diseases such as heart attack, high blood 

pressure, stroke etc. In the near future, the society will face a 

serious demographic change known as aging society  [2]. The 

World Health Organization (WHO) predicted that the total 

global population for people aged 60 years and above will 

grow from 900 million to 2 billion between 2015 and 2050 

[3]. The course of this growth is the extended life expectancy  

 

for humans that are projected to reach 80 years. These 

numbers are projected to grow from 12% to 22% for the total 

global population. On top of the chronic diseases drawback, 

extended life expectancy for humans require more support 

for daily life operations. 

In response to these challenges, Ambient Assisted Living 

sector promise to offer great opportunities for healthcare 

services, products and systems through ICT innovation.  In 

Ambient Assisted Living (AAL) areas for senior citizens, 

remote real-time systems for monitoring and notifying of any 

abnormal change due to any cardio vascular disease such as 

Heart failure is of high priority. ZigBee Healthcare 

Monitoring System for Ambient Assisted Living 

Environment collects heart rate data signal using implanted 

or wearable devices equipped with sensors. Wearable 

biosensors such as smart watches for heart rate bits, 

electroencephalogram (EEG), electromyogram (EMG), 

electrocardiogram (ECG), body temperature and oxygen 

saturation (SpO2) sensors can be connected in a Body Sensor 

Network (BSN). BSN obtain real time measurement of 

physiological signals and forward the obtained signals to the 

Personal Area Network. In AAL the integration of 

biosensors, wireless mobile devices, and wireless 

communication protocols that monitors physiological data for 

elderly people is called Healthcare Monitoring Systems 

(HMSs). The role of HMSs is to acquire, transmit, record and 

display physiological data from a human body to a remote 

server for further diagnosis.  

A modernized Healthcare Monitoring System (HMS) should 

offer better health services to people at any time and 

everywhere in a friendly manner. Modernized HMSs are 

often called smart HMSs because of the advanced 

technologies they use. These technologies allow them to use 

remote tools, wearable sensors, and mobile technologies to 

monitor patients in a remote real time area. On the other 

hand, traditional healthcare monitoring approach is when 

healthcare professionals physically visit patients in their 

homes for diagnosis and for monitoring their well-being. The 

main challenge with the traditional approach is that 

healthcare professionals must be in the area of patient most 

of the time. Another challenge is that if patients are admitted 

in a hospital, wired biomedical devices are used for a long 

period of time which makes patients to be uncomfortable. 

Smart HMSs are seen as the solution to these kinds of 

problems as they offer remote services. This has propelled 

the growth shift from traditional to smart healthcare 

monitoring using Wireless Sensor Networks. As depicted in 

Table I below, ZigBee is compared to other short range 

Wireless Sensor Networks such as Wi-Fi and Bluetooth. 
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Table 1 Summary of the communication protocols 

Protocol Bluetooth        Wi-Fi ZigBee 

Network  WPAN WLAN LR-PAN 

Standard 802.15.1 802.11 802.15.4 

Frequency 900 MHz 5.8 GHz 2.4 GHz 

Data Rate 3 Mbit/s 54Mbt/s 250 Kbt/s 
 

As seen from the above table, ZigBee communication 

technology aims to transmit slow speed rate of data while 

other communication protocols in the table above strive for 

faster speed transfers. It uses a frequency of 2.4 GHz to 

transmit low rate data. In this paper, ZigBee Healthcare 

Monitoring System for Ambient Assisted Living is 

implemented with the focus on improving ZigBee Tree 

Routing protocol. A New Tree Routing Protocol is 

implemented as a proposed protocol to transmit heart rate 

data signals. The rest of the paper is as follows:   

Section 2, provide related work, Section 3 gives details about 

the proposed NTRP, Section 4 provide the results and 

discussions while section provide the conclusion. 
 

2. Related Work 
 

ZigBee is a low-power network that uses a classical Tree 

routing algorithm as one of its routing protocols. Routing 

techniques in ZigBee wireless networks falls into two main 

categories; the reactive routing protocol such as Ad hoc On-

demand Distance Vector (AODV) [4] and ZigBee 

hierarchical or ZigBee Tree Routing (ZTR) [5] protocol. 

AODV is a ZigBee reactive routing protocol that uses an on 

demand routing discovery to allow communication between 

the source and the destination. With AODV, only valid 

routes are maintained, this technique saves energy by 

avoiding other routes while it only retains the information for 

the next hop node. If there is breaking of signal in the 

connected links, this technique can notify the affected nodes 

and render them invalid. In addition, AODV is capable of 

avoiding fast convergent and infinite computational 

problems. However, the main challenge with AODV is the 

bottleneck. AODV needs a route discovery procedure to be 

repeated for each pair of nodes participating in the 

communication process. Overhead of route discovery and the 

high memory consumption increases the number of traffic 

sessions which result to a lot of redundancy on a network. 

The whole network can be affected by a bottleneck problem 

when all nodes are flooding their route discovery messages; 

therefore, this technique needs to be optimized to address the 

bottleneck problem. ZigBee Tree Routing (ZTR) is one of 

the proposed solutions to the bottleneck caused by the 

AODV protocol. 

The main advantage of ZigBee Tree Routing is its ability to 

operate without route discovery overload. ZTR attempted to 

address the problem of route discovery which also include 

high bandwidth usage and high memory consumption by 

proposing a distributed block addressing scheme (DBAS). 

With DBAS, every node’s position is in a hierarchical design 

network topology. A parent node device setup a unique 

specific network address during the entrance of a child node 

in a network. During network initialization a special node 

device called coordinator allocates a definite sub-block of 

address space to all main parent node devices on a ZigBee 

network. DBAS is defined by the following network 

parameters; (Cm) referred to a maximum number of children 

any parent has, (Rm) a maximum number of routers a packet 

has as its children, (Lm) maximum depth in the spanning-tree 

network. Therefore, )(dCskip denotes the address sub-blocks 

size and depth d, can be computed as follows: 
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A )(dCskip  value greater than zero denotes the ability of a 

node for allocating addresses and permitting other nodes to 

associate with the network. However, ZigBee Tree Routing 

suffers a problem of hop redundancy and traffic 

concentration [6], this leads to end to end delay of packets 

that traverse the network. Regardless, of how far or close is 

the location of the destination node, the packets from the 

source node always follows the tree topology in ZTR 

technique. ZTR algorithm utilizes the parent-child 

relationship mechanism to establish possible routes between 

the nodes. A parent-child mechanism has an end to end delay 

problem due to a number of hops a packet has to pass 

through before reaching the destination node.  

In response to this problem, a Shortcut Tree Routing (STR) 

algorithm that use neighbor tables to reduce the routing cost 

of ZigBee Tree Routing is proposed in  [7] . The technique 

considers neighbor nodes by calculating local shortest path to 

the destination and the node with the shortest value is chosen 

as the next hop node. It also maintains the advantages of the 

classical ZigBee Tree Routing protocol such as no route 

discovery overhead and low memory consumption. STR uses 

1-hop neighbor information. Source node selects the next 

node having the smallest remaining tree hops to the 

destination regardless of whether it is a parent, child, or 

neighbor node. Routing path selection in STR is decided by 

the individual node in a distributed manner by calculating the 

remaining hops from a source to the destination using the 

hierarchical addressing scheme. Instead of calculating route 

dynamically by using control packets a set of predefined 

paths can be used for forwarding packets. Each source 

forwards a packet to the neighbor node with the smallest 

remaining hops in its neighbor table. Therefore, STR claims 

to significantly improve the ZTR algorithm in ZigBee 

network. However, there is a shortcoming associated with the 

STR technique. The overall lifetime of the participating 

nodes is not considered; in addition load balancing over 

nodes is not evaluated. 

Heterogeneous nature of sensor nodes makes it complex to 

route packets from the source to the destination node in 

Wireless Sensor Network. In paper [8] the authors proposed 

an ant colony system algorithm for packet routing in WSN 

that focuses on a pheromone update technique. The proposed 

EACS algorithm is designed to determine the best path to be 

used in the capacity of each sensor node. EACS algorithm 

focuses on improving the pheromone update technique based 

on the ACS algorithm. A study proposed an improved Tree 

Routing algorithm which utilizes the information of the 

neighbours within two hops [9]. Their proposed solution 

allows nodes to use the distributed address assignment 

mechanism (DAAM) to calculate their depth. For a node to 

receive the 2-hop neighbor information easily, the routing 

nodes broadcast beacon messages with local neighbor 
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information. The 2-hop neighbor information mechanism 

determines the optimal path to the destination node. 

However, if all nodes broadcast their neighbor’s address, 

many packets can be broadcasted to ensure that all nodes 

could receive the packets. This increases the cost overhead 

and the end to end delay as the packets are being broadcasted 

to many intermediary devices before reaching the destination 

device. 

ZBR-M is an improvement of ZigBee Tree Routing protocol 

to reduce end to end delay [10]. ZBR-M protocol allows a 

horizontal exploration of the tree and more vertical 

exploration of the links between parent and child nodes. It 

increases the likelihood of finding an alternate path from the 

destination without achieving a common parent node. 

However, this algorithm introduces an additional energy cost 

compared to the basic hierarchical routing. Another study 

[11], proposed an analytical model to predict communication 

delay and lifetime for ZigBee Wireless Sensor Networks. 

The proposed model considers packet retransmitions, 

overhearing, and collisions due to interference, idle listening 

and overheads. An average number of failed transmissions 

were compared according to packet error and collision 

propabilities. Perfomance evaluation on NS-2 simulation tool 

shows that the proposed model predicts the communication 

delay and network life time better than other approaches. 

However, this model ignores the energy waste caused by 

collisions due interference.   

The authors [12] proposed a new mechanism called Reliable 

and Energy Efficient Routing (REER) to reduce the packets 

drop during data communications. In WSNs, this is an 

adaptive mechanism to ensure high routing reliability if 

failures occur due to the movement of the sensor nodes or 

when sensor nodes energy depletion. The proposed new 

method creates alternative paths together with the routing 

information obtained during the route detection stage. The 

goal is to enhance the performance of packet delivery and 

energy efficiency through determining multiple possible 

paths which increase reliability of the entire WSN. 

A study was conducted to improve tree routing protocol by 

implementing a cluster-tree algorithm [13]. The proposed 

solution is a control overhead based on ZigBee cluster tree 

architecture. It uses Cluster Tree parameter of ZigBee 

network and network address of destination nodes to restrict 

its transmission direction and control transmission range. Z-

MHTR (ZigBee Multipath Hierarchical Tree Routing) is 

proposed by [14] to enhance the performance of the ZTR 

protocol. Z-MHTR uses simultaneous multipath routing as a 

solution. The proposed Z-MHTR is a node disjoint multipath 

routing extension for the ZigBee tree routing protocol in 

Cluster-Tree wireless sensor networks. To make its 

forwarding decisions, Z-MHTR relies on a ZigBee Tree 

structure based on parent child established relationships.  

Another study [15] conducted based on Cluster-Tree 

algorithm  proposed to improve the ZigBee Tree Routing 

protocol by introducing a neighbor table forwarding 

mechanism. An Improved Tree Routing (ImpTR) protocol 

picks the shortest path to the sink node depending based on 

the neighbor table information instead of following the tree 

topology. In this mechanism, packets are forwarded to the 

neighbor node only if the path to the destination through 

neighbor node is shorter than the path through PAN 

coordinator. Simulation results show that the proposed 

algorithm provides shorter average end-to-end delay. In 

addition, the results show an increase throughput and 

decrease the energy consumption from the network when 

compared to the original Tree Routing protocol. It is claimed 

that the proposed algorithm finds better paths to forward data 

packets to the destination. A mesh routing protocol for a 

ZigBee network called ZigBee Cluster label (ZiCL) is 

proposed [16]. ZiCL routing protocol aims to reduce end to 

end delay and packet delivery ratio. ZiCL divides the ZigBee 

network into one or more logical clusters. To identify each 

cluster, a cluster head in each logical cluster assigns a unique 

Cluster Label to cluster numbers. Clustering encourages 

nodes to share routing information and it reduces numerical 

potential route discoveries. To effectively exploit the logical 

network, ZiCL provides an algorithm to calculate the cluster 

label of a node and encourage nodes within each cluster to 

share routing information.  

In this paper [17], a Velocity Energy-efficient and Link-

aware Cluster-Tree (VELCT) scheme for data collection in 

WSNs is proposed which would effectively mitigate the 

problems of coverage distance, mobility, delay, traffic, tree 

intensity, and end-to-end connection. The designed VELCT 

scheme minimizes the energy exploitation, reduces the end-

to-end delay and traffic in cluster head in WSNs by effective 

usage of the DCT. The strength of the VELCT algorithm is to 

construct a simple tree structure, thereby reducing the energy 

consumption of the cluster head and avoids frequent cluster 

formation. An algorithm for enhancing coverage and network 

is proposed [18] to optimize network lifetime and network 

coverage in a cluster based Wireless Sensor Network. The 

proposed algorithm is integrated with clustering routing 

protocols such as DEC, DBEA-LEACH, DB-LEACH, 

EBCM, and LEACH-E. The performance results display that 

the integrated protocols in terms of energy consumption and 

network coverage.  

In this paper, a New Tree Routing Protocol (NTRP) [19] is 

used to reduce delay in ZigBee Healthcare Monitoring 

System. Studies in [20], [21], [22] are some of the works that 

were conducted based on ZigBee routing algorithms. The 

findings for the mentioned surveys show that ZTR have a 

potential end to end delay problem due to the parent child 

mechanism it uses for packet forwarding. In response to 

overcome end to end problem, NTRP is proposed. 
 

3. Proposed solution based on a New Tree 

Routing Protocol (NTRP) 
 

A New Tree Routing Protocol (NTRP) is an algorithm that 

attempts to improve ZigBee network performance metrics 

such as end to end delay, packet delivery, energy 

consumption and network throughput. NTRP merges the 

original ZTR and Kruskal’s minimum spanning tree protocol 

to discover shortest paths in ZigBee network. In addition, 

neighbor table and clustering sensor nodes into different 

groups enhance the NTRP performance. This study is 

adopting a Three-Tier Remote Healthcare Monitoring System 

architecture to improve the performance of the ZigBee 

Personal Area Network. 

In this section, system architecture is discussed; it is 

composed of three tiers as depicted in Figure 1 below. The 

first tier is composed of Body Area Networks, second tier is 

composed Personal Area Network such as ZigBee network. 

The third tier is composed of Wide Area Network. 
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• First tier (BAN) 

In Ambient Assisted Living, elderly people can be monitored 

using implanted or wearable body sensors. This work focuses 

in heart rate signals; therefore, wearable sensors are used to 

collect signals. The collected signals are sent to second tier. 

• Second tier (PAN) 

The second tier is composed of ZigBee Personal Area 

Network. The types of devices in second tier are ZigBee 

router nodes including a special node called ZigBee 

coordinator. The rest of the devices are end nodes. Heart rate 

signals transmitted from router to another until they are sent 

to the WAN tier. 

• Third tier (WAN) 

WAN tier allow signals to be transmitted to the remote 

locations such as remote servers. This connection can also 

connect the patients with remote healthcare professionals. 
 

 

Figure 1. A Three-Tier network architecture. 
 

 3.1  A New Tree Routing Protocol 
 

In wireless sensor networks the spanning tree is usually used 

as a routing structure to collect data. Kruskal's algorithm is 

an algorithm in graph theory that finds a minimum spanning 

tree for a connected weighted graph. This means it finds a 

subset of the edges that forms a tree that includes every 

vertex, where the total weight of all the edges in the tree is 

minimized. It uses greedy forwarding decisions using only 

information about a router’s immediate neighbours in the 

network topology. This study is proposing to integrate the 

ZigBee Tree Protocol with Kruskal’s MSTP algorithm which 

will allow the nodes to be clustered, in order to reduce end to 

end delay, and the neighbour table is utilized to find the 

shortest route to the destination node. NTRP proposes to 

implement neighbour table based on a spanning tree protocol 

to reduce end to end delay. By default ZigBee devices transit 

to sleeping mode to save energy when they are inactive for a 

long period of time. With NTRP algorithm, nodes are 

divided into multiple clusters. For each cluster, one special 

node named cluster head which also acts a bridge to other 

clusters. Figure 2 below, is the illustration of a ZigBee 

network that is divided into four clusters with cluster heads 

labelled 1, 2, 3, and 4. Cluster head is the node that has the 

smallest hop account to the coordinator. However, we 

consider the coordinator as a cluster head for the entire 

ZigBee network as it controls the whole network. 

To comply with the ZigBee specification standard, the 16-bit 

network address is divided into two parts, cluster ID and the 

node ID. The network address of a node n  is thus expressed 

as
),( nn Nd Cl

where nCl
 and nNd

are n ’s cluster ID and 

node ID respectively. As it is discussed in the related studies 

section above, ZTR uses a parent-child mechanism to 

forward packets in a tree hierarchical topology. Parent-child 

mechanism forwards packets to the coordinator first before 

they are relayed to the destination. 
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Figure 2. Route Path for the proposed NRTP algorithm. 
 

Using ZTR to forward a packet from the source node to 

destination node in Figure 2 above, the packets will take the 

following path: source node → 2 → 1 
→ 0→ 4→ 3→ destination node. ZTR suffers from end to 

end delay due to parent-child that allows packets to pass 

through many hops before reaching the destination. In 

response to this challenge, the proposed NTRP minimises 

end to end delay by reducing a number of hops a packet can 

pass through. NTRP uses neighbour communication and 

clustering mechanism to pass messages between neighbour 

cluster heads. An example of a route path a packet can take 

from source to destination node using NTRP algorithm will 

be: source node → 2→ 3→ destination node. 

In this proposed routing algorithm, a graph is formed by 

vertices and edges connecting the vertices which create the 

short cut from source to destination device. Formally, a graph 

is a pair of sets
)E V, 11( , where 1V

is the set of vertices and 

E
 is the set of edges, formed by pairs of vertices [36]. In 

graph theory, a graph is an ordered pair 

)E;(V  G 111 = comprising a set of vertices or nodes together 

with a set of edges. Edges are 2-element subsets of 1V
 which 

represent a connection between two vertices. Edges can 

either be directed or undirected and they can also have a 

weight attribute. 

The graph 
( )  n1 vv   V   where ,E ,V  G ,......,1111 ==

 

&
 mee    E ,......,11 =

,   satisfies                                     (2) 

             

( ) 2m.  vd
n

i

i =
=1                                              (3)                                                                                           

Therefore, for a graph 
),,( 111 EVG =

 the spanning tree is 

11' EE 
 such that: 

1111 '),('),(: VvEuvEvuVu 
               (4)                                                 

In other words, the subset of edges spans all vertices. On a 

cluster tree topology after an association request and 

association response, the parents of the clusters form a tree 

structure and act as intermediate routers. The maximum 
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number of children in each cluster head and the maximum 

depth of the tree have to be fixed in order to better control 

the ZigBee network topology. 

3.2 Neighbor Discovery Mechanism 
 

Start

Timer = 0

Receive
 Response

Compare cluster ID 
In Neighbor table

Duplicate 
record ?

Add data to
Neighbor table

Broadcast 
Message

Timer ++

Timer > 5

End

NO

YES

NO

YES

NO

  
Figure 3. Neighbour discovery flow chart. 

 

A coordinator is responsible to perform the neighbour 

discovery procedure. The aim of using neighbour discovery 

in this study is to establish the neighbour tables for the 

neighbouring cluster heads. The coordinator scans neighbour 

by sending hello broadcast message. The aim is to establish a 

neighbour table to store the information of the neighbours. 

As depicted in Figure 3 above, at the beginning of the 

neighbour discovery, the coordinator establishes a neighbour 

table to store the information of the neighbour cluster heads. 

Firstly, the timer is set to 0, and then a broadcast message is 

sent to find the neighbours. A neighbour cluster head that 

receives this hello message responds with an 

acknowledgement message. An acknowledgement message 

contains the information of the responding node such as 

cluster ID, and the cluster head ID. If the coordinator 

receives an acknowledge message from a neighbour cluster 

head, it checks for duplicate data. If there are no data 

duplicates, data is added to the neighbour table and the timer 

is increased to 5. After completing the neighbour discovery 

procedure, neighbour cluster heads have the information with 

a minimum delay to reach other neighbour cluster heads as 

well as their child end devices.  
 

 3.3 Routing Rules for NTRP 
 

Hello messages allow nodes on a network to collect their 

neighbour information such as addresses. Assuming that node 

dN
at a logical depth 

)(d
 receives a packet with a source 

and a destination address of
),( dstsrc NN

. If the packet is 

intended for dN
, then dN

simply accepts the packet, 

otherwise it performs the following steps: 

• If the destination node is a neighbour of dN
, then 

dN
directly send the packet to the destination node. 

• If nsrc ClN =
, then the destination node is within the 

same cluster. 

• If srcn NCl =
and the value of dstn NNd −

is 

summarized, node dN
can find its descendent node 

in its neighbour table and forward a packet to dN
. 

• If srcN
is an ancestor cluster of nCl

such that 

1)()1 +−+ drCrCCldestCl skipmnn ,  

then dN
looks if it has a neighbour dN

 that meets 

the conditions of 

.1)1()1( ++−+ drCrCClNCl skipmnsrcn

 In a circumstance where multiple candidates satisfy 

the above condition, the one with the smallest 

dstn NNd −
is selected. Otherwise dN

 looks for 

a neighbour node in the same cluster that has a 

maximum node address and the packets are 

forwarded to that node. 

• For other cases srcN
must be a parent cluster of dN

. 

Then dN
checks its neighbour table to check if it 

has a neighbour that satisfy 

.1)1()1(( +−−+ drCrCClCl skipmnn   

• Otherwise dN
 finds local neighbour in the same 

cluster that has a minimum nodes and forwards 

packets to dN
.  

 

The following is the New Tree Routing Protocol 

algorithm; 
 

A Proposed New Tree Routing Protocol 

NTRP algorithm 

NTRP is a routing method that constructs short paths along 

the linear paths using clustering and neighbour tables and 

Kruskal’s minimum spanning tree algorithm. NTRP 

algorithm minimises the end to end delay of Heart rate signal 

packets carried along Healthcare Monitoring Systems. To 

complement neighbour discovery procedure, a New Tree 

Routing Protocol algorithm is designed and depicted below. 
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4. Results and discussions  

After the NTRP performance is compared with the two 

algorithms based on shortest path selection. The two 

algorithms are Shortest Tree Routing (STR) and Velocity 

Energy-efficiency and Link-aware Cluster Tree (VELCT). 

STR overcomes the overheard problem occurred when 

ZigBee packets follow the tree topology. It reduces routing 

cost of ZigBee tree routing by using neighbor table. STR 

follows ZigBee tree routing algorithm but it chooses 

neighbor nodes as next hop nodes. NS-2 network simulator is 

used to evaluate the performance results of STR algorithm. 

On the other hand, VELCT constructs Data Collection Data 

(DCT) based on cluster head location. Data collection node 

collects data packet from the cluster head and delivers it to 

the sink node. The usage of DCT minimizes energy 

consumption, end to end delay and network traffic. NS-2 tool 

was used to test the performance overall of the proposed 

VELCT. Therefore, NTRP used NS-2 simulation to evaluate 

its results, this also makes it easier to compare the results of 

NTRP, STR and VELCT as they all used NS-2 simulator. 

Simulation parameters for NTRP algorithm are depicted in 

Table 2 below. However, in this paper, NTRP simulation 

results were based on the following network parameters; end 

to end delay, network throughput, packet delivery ratio, and 

energy consumption. 

Table 2. Simulation Parameters 

Simulation tool NS-2 

Number of nodes 40 - 240 

Simulation Area 200m * 200m 

Propagation Model Two-Ray 

PHY/MAC protocol IEEE 802.15.4 

Queuing Priority Queue 

Network Protocol NTRP/STR/VELCT 

Simulation Time 300s 

Packet Type CBR 

Nodes Deployment Random 

Max. Tx Range 50m 

Packet Size 64 Bytes 

    4.1 End to end Delay 

In this study end to end delay is calculated as time taken by a 

packet to move from a source to a destination node on a 

network. Average end to end delay is measured in seconds.  

 
Figure 4. Average End to end delay. 

 

The results shows that the total average end to end delay for 

NTRP is minimal compared to STR and VELCT. NTRP has 

a total average of 1.5%, STR has an average of 1.8% and 

VELCT has an average of 2.5%. Even though NTRP has a 

minimal average end to end delay, however, when more 

devices are added on a network end to end delay also 

increases. If the number of nodes is 40 and below, end to end 

delay is less than 1 second. Adding 40 nodes increase end to 

end delay to 1.2s and another 40 additional nodes increases 

end to end delay to 1.5s. Both VELCT and NTRP follow the 

same pattern of increased delay as more nodes are added on a 

network. For VELTC with 40 nodes and below, delay is 1.1s. 

Adding 40 nodes increase the delay to 1.7s. On the other 

hand STR's delay decreases as more nodes are added on the 

network. If the number of nodes are 40 or below the delay is 

2.2s. Adding 40 nodes drops the delay to 2s and an additional 
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40 nodes drops the delay to 1.7s. This shows that NTRP is 

good for a number of nodes that are equal to 100 or below 

and STR is good for a network with a number of nodes 

greater 100.  

    4.2  Packet Delivery Ratio 

Packet delivery ratio is defined as the ratio of data packets 

received by the destinations to those generated by the 

sources. Packet delivery ratio percentage is calculated based 

on mobility speed in m/s. The average percentage of packet 

delivery ratio is 94.5% for NTRP, 94% for VELCT and 

82,9% for STR. The packet delivery ratio also shows that 

when the mobility speed is increased, percentage packet 

delivery ratio decreases. For a mobility speed of 5ms in 

NTRP, packet delivery ratio is 98% but when mobility speed 

is increased 15ms, packet delivery ratio drops to 95% and an 

additional mobility speed of 15ms drops the packet delivery 

ratio to 93%. This pattern continues as long as the mobility 

speed is increased. 

 
Figure 5. Packet Delivery Ratio. 

 

With the initial mobility speed of 5ms in VELTC, packet 

delivery ratio is 100% however, with the mobility speed of 

15ms delivery ratio drops to 95% and the mobility speed of 

30ms drops the delivery to 90%. STR is better than both 

NTRP and VELCT in terms of packet delivery ratio. With a 

mobility speed of 5ms, delivery is 90%, additional 10ms 

drops delivery ratio to 95% and when the speed is 30ms 

delivery ratio drops to 75%. 

    4.3  Energy Consumption 

To measure energy consumption, energy is calculated in 

joules and the time is measured in seconds. NTRP shows 

strength with an average of 1.79% followed by the STR with 

an average of 1.9% and VELCT has an average of 2%. All 

protocols have low energy consumption initially but as more 

time added for the simulation, more energy is consumed. 

With 50s of time, NTRP has energy consumption less than 

0.5 joules however, with 300s of time NTRP has energy 

conservation of 2.6 joules. VELTC has also the same amount 

of less than 0.5 joules with the 50s time but with the 300s it 

goes as high as 3.2 joules. STR has slightly higher energy 

consumption 0.5 joules during the initial stage of 50s. With 

simulation time of 300s STR can consume above 3 joules of 

energy. 

 
Figure 6. Energy consumption. 

 

    4.4  Network Throughput 

This is the amount of data successfully transferred from one 

place to another in a given time period, and it is measured in 

bits per second (bps), megabits per second (Mbps) or 

gigabits per second (Gbps).  

 
Figure 7. Average Network Throughput 

 

Average throughput is measured based on the number of 

packets transmitted in comparison to the number of nodes. 

NTRP has an average network throughput of 86.91%, 

followed by the STR with 78.1% and the VELCT has 

network throughput of 71.55 %. 

Based on the results presented above, it is observed that 

NTRP outperforms VELCT and STR. 

5. Conclusion 
 

In conclusion, ZigBee is a wireless Personal Area Network 

suitable for low rate transmission signals. ZigBee qualifies to 

transmit physiological data such as heart rate signals in 

Healthcare Monitoring Systems. This paper has identified a 

problem with the ZigBee Tree Routing protocol. A New Tree 

Routing Protocol attempting to improve ZTR is proposed to 

find best shortcut on a ZigBee Healthcare Monitoring 
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Systems. NTRP is validated on NS-2 network simulation tool 

and the results show that end to end delay problem is 

minimized in a ZigBee network when using NTRP. However, 

challenges such as security and privacy remain a problem in 

Healthcare Monitoring Systems. Future studies will look at 

protecting health data for Healthcare Monitoring Systems. 
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