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Abstract: The Quality of Service (QoS) management within a@ccording to their priority level, and thus sigoéntly

multiple-traffic Wi-Fi MultiMedia (WMM) ad hoc netark is a
tedious task, since each traffic type requires lhdetermined QoS-
level. For this reason, the IEEE Working Group pagposed the
IEEE 802.11e Enhanced Distributed Channel AccessC@&D
protocol at the MAC layer of WMM ad hoc networks. Wwhver,
several studies have shown that EDCA must be fuiithproved
for three main reasons. The first reason is the pedormance of
EDCA under high traffic conditions due to the higtilision rate.
The second reason is the need to maximize thectgdfformance
(delay, throughput, etc.) guaranteed by EDCA, sden rapid
evolution of the applications (multimedia, real ¢inetc.). The third
reason is the need to maximize the energy effigi@iche EDCA,
seen its use in battery constrained devices (eagtdp, Smart

improves QoS in the network. Nowadays, the IEEE. BD2
(WMM) is the most used and recommended standard for
WLAN [3]. The IEEE 802.11e standard defines two MAC
protocols: (i) the Enhanced Distributed Channel efsc
(EDCA) protocol, which is a distributed contentibased
channel access mechanism; (ii) and Hybrid Cooritinat
Function (HCF) Controlled Channel Access (HCCA)
protocol, which is a centralized polling-based cfedraccess
mechanism.

The use of the IEEE 802.11e EDCA protocol at theQVA
layer of Wi-Fi Multimedia ad hoc networks has altxiv

phone, Tablet computers, etc.). For these thresonsawe propose ensuring a good QoS-level [4]. This MAC protocok e
in this paper a Three-in-One solution MAC protocalled QoS  apility to manage multiple traffic types (real-timeideo,

Maximization of EDCA (QM-EDCA), which is an enhanced

version of EDCA. Based on the fuzzy logic mathemétieory,
QM-EDCA incorporates a dynamic MAC parameters fuzzgid
system, in order to adapt dynamically the Arbitratinter frame
Spaces according to the network state and remaieimergy.
Simulation results show that QM-EDCA outperforms EDGH
reducing significantly the collision rate, and nraiing traffic
performance and energy-efficiency. In addition soiution is fully
distributed.

Keywords: Wi-Fi Multimedia; IEEE 802.11e; MAC protocol;
Quality of Service; energy efficiency; battery lted devices; fuzzy
logic.

1. Introduction

The large scale use of Wireless Fidelity (Wi-Fightrology
in various fields has led to it rapid evolution. dheyed
everywhere (at the office, in the coffee, at thpait, etc.),
this technology has known a great success. Wi-Rhés
commercial denomination of the IEEE 802.11 standatd

The emergence of multimedia applications has caused

greater need on QoS (in terms of delay, throughetat),
because each type of traffic (Voice, Video, ete@indnds a
well determined QoS-level according to its priofig]. The
IEEE 802.11 architecture does not distinguish betwthe
different types of traffic (real-time, video, scaletc.), and
therefore the packets are treated with the sanogitgrithing
that prevents to offer the QoS-level requestedhieyhighest
priority traffics (e.g. multimedia traffic). For idireason, the

scalar, etc.) according to their priorities, andstfensure a
good traffic performance [4]. This is due to the Itu
queue/Multi-priority traffic differentiation mecham on
which the architecture of EDCA is based. HowevddCRA
protocol must be further improved for three maiasans.
The first reason is the poor performance of EDCAarrhigh
traffic conditions due to the high collision ratg].] The
second reason is the need to maximize the traffic
performance (delay, throughput, etc.) guarantee@&DZA,
seen the rapid evolution of the applications (muiilia, real
time, etc.) [2] [5]. The third reason is the needrtaximize
the energy efficiency of the EDCA, seen its usebattery
constrained devices (e.g. Laptop, Smart phones,lefab
computers, eBook readers, etc.), and because ngsyada
greening the communication protocols is a primdrgi@int
that must be kept into account in the design pkélsg’] [8].
For these three reasons, we propose in this papemteanced
version of EDCA.

The rest of this paper is organized as followsséuation 2,
we address the related work. Section 3 providesvanview

of the IEEE 802.11e EDCA MAC protocol. In sectionwe
present in detail our proposed QM-EDCA MAC protocol
More exactly, we will describe in detail the mecisam that
we have integrated in EDCA to propose QM-EDCA.
Performance evaluation is presented in sectionhe [ast
section concludes the paper and gives possibletitins for
future research.

IEEE Working Group has proposed the IEEE 802.115 Related work

standard [3] known as Wi-Fi MultiMedia (WMM), whidk

an enrichment of the IEEE 802.11 standard. The IEEEhe

802.11e provides service differentiation techniqagsthe
MAC layer level, thing that allows manipulating ttraffics

rapid development of WMM ad hoc networks
applications engenders an increased demand ondBe i@
terms of traffic performance and energy efficienicy.order
to meet this need, studies have chosen to imptoweBEE
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802.11e MAC layer of WMM ad hoc networks, seen th
ability of MAC protocols to contribute in improvingoth
traffic performance and energy efficiency [9]. Seletudies
have attempted to improve the traffic performanéethe
EDCA [10]. We cite as example the study in [11]tthas
proposed an extended version of EDCA, which incaafes
a non-linear dynamic adaptation algorithm of theimum
contention windows, in order to improve throughgurtd
channel utilization, and to reduce packets delaywall, in
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8. ThelEEE 802.11e EDCA MAC protocol

The IEEE 802.11e standard is an enrichment of HieEl
802.11. This new standard defines a third cootitina
function called Hybrid Coordination Function (HCIB). As
shown in figure 1, the HCF defines two MAC protaca(i)
Centralized polling-based channel access mechanism
represented by HCCA MAC protocol, for contentioeefr
data transmission, and (ii) Distributed contenti@sed

[10], the authors have proposed an admission dontrchannel access mechanism represented by EDCA MAC

solution for EDCA, which guarantees a transmissibannel
access without collisions for stations with highiopty
traffic.

On the other hand, we clearly see that few stubdimse
attempted to improve the energy efficiency of tHeCA.
One of the best improvements of EDCA energy-efficieis
an energy conservation mechanism called AutomaiiveP
Save Delivery (APSD) [7], which was proposed by BEEE
Working Group as an optional extension. The prilecipf
APSD is to allow to the communication interfacextwid the
idle listening state by passing to the sleep stateen that
the idle listening is a main source of energy A3, the use
of ASPD allows improving significantly the enerdfiag@ency
of EDCA [7]. But other than the idle listening, theare other
sources of energy loss when exchanging trafficgh sas
collision, overhead, etc. [12]. And thus, to furtheprove
the energy efficiency of EDCA, we must try to redwt least
one of these sources of energy loss. Especiallyvtkeasee
recently the increased use of EDCA at the MAC lagkr
Wireless Multimedia Sensor Networks [13] [9].

The study in [14] has proved that the dynamic satapt of
EDCA Arbitration Inter Frame Spaces is an effecietution
to reduce collisions and increase throughput. lhitamh, the
authors in [15] have showed the existence of dleaact of
EDCA Arbitration Inter Frame Spaces values on icaff
performance (delay, throughput and packet delivatjo)
and energy consumption, which varies according he t
traffic load in the network. These motivating résuf these
two studies pushed us to investigate the possibibit
maximizing the QoS of EDCA, by proposing the thie@ne

solution QM-EDCA protocol, which incorporates a new

Dynamic Arbitration Inter Frame Spaces Mechanisrseda
on a fuzzy logic system.

Fuzzy logic [16] has been used in several studiesprove
QoS in wireless networks. We cite as an examplesthdy
done in [17], which proposes a dynamic fuzzy logimtrol
for IEEE 802.11e EDCA to respond the dynamic tcaffi
specification, provide a real time bandwidth alkma and
maintain equity. Another study in [18] has propoagduting
strategy that is based on fuzzy logic theory forltirhop
cognitive radio networks. We also find the stud9][that has
proposed a mobility prediction method for the IE&IR.16e
(WiMAX) based on fuzzy logic theory. As well, theudy in
[20] uses also the fuzzy logic theory, to proposew fuzzy
evaluation method to rank the existing Multi-disjopPaths
Selection Algorithms of IP/MPLS networks. So we seat
several studies have made of fuzzy logic the baiideir

protocol, for contention based data transmissian.efsure
traffic differentiation, the EDCA uses four traffigriority
classes called Access Categories (AC). The eigler us
priorities defined by the IEEE 802.11D Bridges Sfieation
[21] are mapped to the four AC (see figure 2).
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Figure 2. The EDCA structure

The four EDCA access categories are queues of Dadlp-
type that use the technique First In First Out (BIFEach
gueue has a channel access priority level. As shiovigure

2, the AC[VO] queue has the highest priority, arugk t
AC[BK] queue has the lowest priority. The priority these
gueues is maintained by four MAC parameters that ar
Arbitration Inter Frame Space Number (AIFSN), Minim
and Maximum Contention Windows (CWmin and CWmax),
and Transmission Opportunity Limit (TXOPLimit). Tiabl
shows the default values of these MAC parametefinetk

proposed technique, seen its ability to imitate &mm py the IEEE Working Group for each AC [3]. The vesuof
decisions, and also for its simplicity of use angCcwmin and aCWmax depend to the used physical layer

implementation.

(IEEE 802.11a, IEEE 802.11b, etc.).
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Table 1. Default EDCA MAC parameters values

TXOPLIMIT (ms)
. =

AC | AIFSN CWmin CWmax « i T
O sos| &
O | g B
hod | x89| =
[N we<| O

Vo | 2 (@CWmin +1) | (aCWmin+1) | 3.264 | 1.504 | O

4-1 2-1
VI 2 (aCWmin +1) | aCWmin 6.016 | 3.008
2-1

BE | 3 aCWmin aCWmax 0 0 0

BK | 7 aCWmin aCWmax 0 0

Start to transmit immediately ATFS[AC] Contention Window

if the channel is free >= AIFS[AC] y

From [0, CW[AC]]
AIFS[AC] Backoff Slots
/ PIFS e /
/* Busy Medium & ' Next Frame
J SIFS 5 {,"
[ENE
Decrement Backoff (Slot by
Defer Access Slot) as long as medium is free|

Figure 3. Distributed channel access technique

The distributed channel access technique of EDGC&e (s
figure 3) is based primarily on the two MAC paraerst
AIFS[AC] and CWI[AC]. The AIFS[AC] parameter
represents the minimum idle time required befor
transmission or Backoff, and is calculated at tlaeseb of

AIFSN[AC] parameter, see (1). The contention window

CWIAC] is used in (3) to calculate the Backoff tinteat
represents an additional waiting time before sttre
transmission, and
CWmax[AC], see (2). The initial value of CWI[AC] is
CWmin[AC]. Concerning the value of aSlotTime andS)|
the physical layer determines their values. Forgta, if the
IEEE 802.11b PHY is used so: aSlotTime = 20us dr& S
10pus.

AIFS| AC] = SFS+ AIFSN[ AC| xadatTime 1)

@)

Each station that wants to transmit a packet nisttviait
a AIFS[AC] time. If during this time the channel sha
remained free,
Otherwise, the station waits until the channel beeo free,
then wait again the AIFS[AC] time, and waits a ramdtime
calculated using a Backoff Timer (BT) that usesaadom
function with uniform distribution on the range QV[AC]),
see (3). If during the decrement of BT[AC] the ahan
becomes busy, the decrement is suspended. Onchahael
becomes free, the station waits the AIFS[AC] tintleen
continues the decrement of the BT[AC]
suspended. When the BT[AC] expires, the stationise¢he
packet. In the case of a transmission error ofstr@ packet
(e.g. collision), the CW[AC] is doubled according(®) and
by respecting condition (2), and the retransmissbrthe

CWimin[ AC] < CW/[ AC] < CWhrex| AC]

is determined by CWmIn[AC] and

the station sends the packet djrectl
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packet is scheduled. By cons, if the packet is sent
successfully the CW[AC] is reset to the CWmin[AG]we.

BackoffTimer [ AC] = Random(0,CW/[ AC|)xaJotTime  (3)

Cw[AC], =2x(cw[AC] , +1)-1 4)

4. Fuzzy-based QoS Maximization Protocol

In this section, we will describe in details ouoposed new
dynamic Arbitration Inter Frame Spaces Mechanisat e
have integrated in EDCA to propose QM-EDCA protoéd
shown in figure 4, the proposed mechanism is basea
Fuzzy Logic System (FLS) to make suitable adaptatio
decisions of AIFSNSs.

In general, Fuzzy logic [16] is a generalization thie
classical logic, which introduces the membershigree
notion. Let U be a space of points, x a generimeld of U,

A is a set in U characterized by the membershigtian z, ,

and B a fuzzy set in U characterized by the menhligrs
functionys, . In classical set (5), the membership of x in A is

evaluated by 1 (true) or O (false). But in fuzzy &), the
membership of x in B is a real value in [0,1], hertbe
notion of membership degree in fuzzy logic.

{1 xOA

®)

OxOU, 4, () 0 YOA

He:U ~[0] (6)
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Figure 4. The proposed mechanism architecture

The proposed mechanism possesses three inputs atech
Collision Counter (CC), Sent Packet Counter (SP@GJ a
Remaining Energy of Battery (REB). CC and SPC isput
exploited by the mechanism to calculate the ColtisRate
(CR) each P period. The input REB is exploited hg t

previouslynechanism to calculate the Remaining Energy LeRé&lL(

at the end of each P period. Given that the twasaet
metrics REL and CR are fuzzy, and seen the neatsdoa
decision system which preferably possesses thetyalbil
mimic the human reasoning, we have chosen as colati
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FLS. The calculated REL and CR represent the inplutse
FLS. Based on these two inputs, the FLS calculates
makes suitable adaptation decisions of AIFSN values
The decision metric REL is used as preventive gwiytby
keeping an eye on the battery status, especialgnvR is
medium or high. With the decrease of REL (Medium
Low), the FLS will look in the predefined rules thptimal
configuration of Arbitration inter frame spaces, drder to
reduce the probability that a collision occurs, #mas avoid
energy loss. The decision metric CR is used asri@dove
solution. The CR input allows our system to keepeg® on
the network state in terms of collisions numberthithe
increase of CR, the FLS will look in the predefimetes the
optimal configuration of Arbitration inter frame aqes, that
will help to solve/reduce the problem of collisipnsy
reducing the probability that a collision occurs.

The operating mode of the proposed mechanism, landtze
steps of measurements, calculations and decisiomsas
follows:

The mechanism repeats the eight steps detailedvhedier
each period of time P. The value set in this pépeP in (7)

and the weighg in (9) are chosen and recommended by th¢

reference [22] (more details in [23]), because ghealues
ensure a good tradeoff between delay and througfihe
value of aSlotTime depends on the used physicairlég.g.
aSlotTime= 20us if the IEEE 802.11b is used):

P =5000x<aJotTime @)

» Pretreatment : Phase of inputs measurement (CC, SP
and REB) and calculate of decision metrics (CR ant

REL):

STEP 1: Throughout the period P, the mechanism count:

the number of collisions and the number of sentkets;
through the inputs CC and SPC

STEP 2: Immediately after the expiry of the period P, the

mechanism calculates the collision rate (CR) fro@ &hd
SPC, using the following formula:

x100%

C new __ CCP
R T

p

(8)

STEP 3. The CR used as input to the FLS must represer
the CR recently calculatedCR®) and the average CR

old

previousP

calculated in the previous period RR{avg] ), in order

to have an accurate estimate. For this reason weauns
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REB

RELY" =—x100% 10
TEB

STEP 5. The mechanism applies the two calculated
decision metricsRELY" and CR[avg]." as inputs to the FLS,

Ofo start the steps of the decision phase.
» Decision phase and Post-treatment:

STEP 6. The
CR[avg]." andRELE"

P

FLS fuzzifies the values of
using their Membership Functions

(see figure 5). In this step, the value GR[avg]." is
converted to the corresponding fuzzy set (Low LdiMen M
or High H), and the same feeLy”. The universe of

discourse is [0,100]. We use as classical fuzzyaipe the
Max-Norm:

o ) = max{ g4 (44, (4, () 03[ 0,10f (11)

o Low  Medium High

§ 1

2

=

-

=

vy

A

0 S1 82 S3 s4 100%
(a) Collision Rate (CR)
High Medium Low

Degree of Membership

51 52 53 100%

(b) Remaining Energy Level (REL)

54

Figure 5. Membership functions

STEP 7: Then, by using Table 2 which contains the fuzzy

Exponentially Weighted Moving Average (EWMA) asinference rules, the FLS takes a decision by cingoshe

follows:

CRavg]" = (1~ B)xCRX* + Bx CcR[avg]™

previousP

(9)

corresponding rule to the linguistic values BELY" and

CR[avg]>™".

STEP 4. Directly after step 3, the mechanism calculates
the Remaining Energy Level REL, using the REB input an
the Total Energy of the Battery (TEB):
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Table 2. The Fuzzy inference rules

IF THEN
Rules CR REL Decisions
R1 LOW LOW Config A
R2 Low MEDIUM Config A
R3 LOW HIGH Config A
R4 MEDIUM LOW Config C
R5 MEDIUM MEDIUM Config B
R6 MEDIUM HIGH Config B
R7 HIGH LOW Config E
R8 HIGH MEDIUM Config E
R9 HIGH HIGH Config D

STEP 8: once the corresponding decision to the rule is
taken, the FLS defuzzifies the decision to the esponding
Arbitration Inter Frame Space Number (AIFSN) values
using the matrix D detailed in Table 3. In the nxab each
line represents a decision, and the four elemengsch line

represent the configuration (values) of the fouF3iN.

12) *

2 2 37

2 3 4 7 i={12343%
Dij =<2 3 5 7 j={123%

2 4 57

2 4 6 7

Table 3. The AIFSNs configurations

Decision | AIFSN[VO] | AIFSN[VI] | AIFSN[BE] | AIFSN[BK]
ConfigA | 2 2 3 7
ConfigB | 2 3 4 7
ConfigC | 2 & 5 7
ConfigD | 2 4 5 7
ConfigE | 2 4 6 7

The fuzzy inference rules have been chosen in Taldec
that the FLS uses the best configuration of the foilrSN
according to the two inputs REL and CR,
minimize the collision probability. The configuratis
(decisions) have been associated with the fuzzgsrals

follows:

» The configuration A is associated to R1, R2 and RE?
(CR=LOW). According to the tests carried out in ou
previous study [15], the use of a configurationeotthan
Config A when CR=LOW will just increase the packe
delay. Config A is the default configuration usedthe

EDCA protocol [3] regardless of network status.
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* When the CR becomes Medium, we use the Config B for

R5 and R6 to reduce the collision probability. Ee rule
R4, we use Config C, which attempts to further cedihne
collision probability, to try to ensure a prevestisolution
of collisions, seen the critical state of the hgtte
(REL=LOW).

» The configuration B is the most appropriate for iR9
order to reduce such high collision rate (CR=HIGH).
When the battery state is critical (MEDIUM or LOW)
with a CR=HIGH, we use our preventive solution (Ggpn
E), to try to further reduce the probability of ligibns.

The values in Table 3 (Matrix D) have been chosding

into account the values and recommendations ofl i

802.11e [3], and the tested values in [14] and.[T3lese
values have been selected according to their ybiliteduce
the collision probability. More exactly, the valueave been
chosen as follows:

e The values of each configuration depend largelytren
collision rate related to the increase of the icdéfad and
density, and depend also on the battery state.

» The values are chosen from one configuration tdremo
in order to reduce collision probability accorditigthe
observed collision rate.

To avoid increasing the delay of the real-timeficafof
AC[VQ], we have fixed the value of AIFSN[VO] to 2 i
all configurations. AIFSN[VO]=2 is the recommended
value used by EDCA [3].

The value of AIFSN[BK] is fixed to 7 in all
configurations, and will not be increased, in order
avoid the penalization of AC[BK] traffics. AIFSN[BK7
is the recommended value used by EDCA [3].

e The AIFSN[VI] value is always greater than the
AIFSN[BE] value in all configurations, such thateth
ACIVI] priority remains greater than that of AC[BEls
recommended by the IEEE 802.11e standard [3].

 The values combination of AIFSN[VI] and AIFSN[BE]
is fixed in all configurations in such a way asréaluce
as much as possible the collision probability, adtm to
the state of CR and REL. After several simulatiohs
several values, and based on the values testddijrapd
[15], we have found these optimal configurationatth
provide good performance under well-defined callisi
rates.

h Principle of collision detection in IEEE 802.11: ing

transmission, the antenna cannot listen to the redamt the

in order t§@me time. If a packet loss has occurred, theostan not

determine the cause (collision or weak signal). Hus
reason, the IEEE 802.11 Working Group uses thewafig
technique [24]: If a packet loss has occurred ctngse of the
ss is assigned to a collision. If after sevenatcgssive

Iretransmission attempts of the same packet witBoatess

(allowable number of retransmission is set througk

toarameter Shot/Long Retry Counter), the causeefdss is

assigned to a weak signal.
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5. Performance evaluation rate for different densities and traffic load. Bpad/zing
) ) . ) . ) these impact results, we have found that ther¢haee levels

T_he S|mulat|0n of different scenarios was carriatwith the of impact, from which we have determined approxahathe
simulation platiorm |,r\1l?2vé(])r5veSIrT;\/lzt?r:12I (NS2). BISON alues of S1 52 S3 and S4. For {S1, S2, S3 andrE)
brop ! piemente values, the lack of standards or methods to deterritiese

rotocol in NS. As shown in the topology (see feyé), we . o . .
Eave realized several SCENarios th?ouggr?/ t(he vaﬁg)f the intervals pushed us to divide REL into three stadesording
to our needs in Table 2, in order to incorporate ou

nodes density (and traffic load, see table 6), idep to ) ) ) i
properly evaluate the QoS level guaranteed by ER@A preventive solution, which consists to try to ferthreduce

QM-EDCA. We have chosen as evaluation metrics tHge collision probability when the battery staterigical.
collision rate, the energy-efficiency (in termditétime), and e T /"
the traffic performance (in terms of delay, thropghand e

.&',f’
packet delivery ratio), seen that our initial oltijee was the R R ,?‘2’
. . a Ko -7 e
improvement of these three metrics. The used tgyotimes S o
not contain mobile nodes, and each node can coneateni /.-~ -~ !
directly with all network nodes (the nodes form one '\(, Node ... ,.' Independent Basic Service Set :
Independent Basic Service Set). Table 4 summatizes " Te- ST, &« ;
general setting used in our simulation (densityergetic . Z R “ g
.. . . . ~ Yoy - - 2 .- o e
characteristics of the communication interface EL.). In . oy et N o
table 5, we find the default values of EDCA pararet Tl {,\N°de"' SR
which correspond to using the IEEE 802.11b standattie ERRREEE R i
physical layer [3]. The exchanged traffics are irexp from Figure 6. Simulation topology
[5].
Table 4. General setting Table 5. Default EDCA MAC parameters values
Parameter Value(s) AC AIFSN CWmin CWmax
Simulation time 10 000 Seconds VO 2 7 15
Number of nodes 2,4,6, 8, 10, 12, 14, 16 VI 2 15 31
Pause time 0 Seconds BE 3 31 1023
Buffer Size 50 packets BK 7 31 1023
Transport protocol UDP . .
Table 6. Correspondence between nodes density and traffic
Routing protocol NOAH load
Exchanged traffics Voice/Video/Data Nodes density Traffic load
Packet inter-arrival 20/12.5/200 (ms) 2 8.45%
Packet size 160/625/200 (Bytes) 4 16.9%
Traffic type Constant Bit Rate 6 25.36%
Physical layer IEEE 802.11b PHY 8 33.81%
SIFS 10 s 10 42.27%
Slot Time 20 ps 12 50.72%
Data rate 11 Mbps 14 59.18%
Sleep Energy 0.050 W 16 67.63%
IDLE Ener 0.740 W . . .
&y The proposed mechanism that we have integratediGAe
Reception Energy 0.900 W to propose QM-EDCA can be also integrated in atgeols
mentioned in the related work section, and moreggly, in
Transmission Energy 1.350 W all existing enhanced versions of the EDCA, in orte

ensure more energy-efficiency and traffic perforosanFor
this reason, the (best) correct evaluation methbdhis
{S1, S2, S3, S4}REL {23%, 43%, 56%, 76%)} proposed mechanism is to compare QM-EDCA directth w
the IEEE 802.11e EDCA standard, in order to asslessly

The {S1, S2, S3 and S4} CR values have been chbgen the real added value.
studying the impact of different AIFSN values orllismn

{81, S2, S3, S4}CR {1%, 2%, 24%, 30%}
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5.1. Discussion of theresults

In this section, we will analyze and discuss thausation
results in terms of the three points that have vatéid us to
propose QM-EDCA protocol, which are: the collisiate of
EDCA that increases rapidly with the increase affit load,
the need to maximize traffic performance guarantegd
EDCA (in terms of delay, throughput and packet \al
ratio), and the need to maximize the energy efiicye of

5.1.1 Collision rate

Figure 5 represents the collision rate as a functb the
nodes density (and traffic load, see Table 6)BDICA and
QM-EDCA protocols. Through this figure we observeot
things. Firstly, the problem of the rapid increagethe
collision rate of EDCA when traffic load increasesnd
secondly, the ability of the proposed QM-EDCA tdvso
(density = 6) and reduce (density >= 6) the probt#nthe
rapid increase in the collision rate of the EDCA.

mEDCA  »QM-EDCA

4 6 8 10 12 14 16

Contending nodes
Figure7. Collision rate vs. Density/Traffic-load for EDCA
and QM-EDCA

Through these preliminary results, we can see tti@iQM-

EDCA protocol solves the collision rate problemEidCA,

for a density equal to 6 (Traffic load = 25.36%)rFa

density greater than 6 nodes, QM-EDCA cannot cotalyle
solve the problem, but can clearly reduce the siolii rate
compared to EDCA. This significant improvement igsdo

the ability of the mechanism that we have integtateQM-

EDCA to predict the optimal configuration of theufo
arbitration inter frame spaces, in order to mininithe

probability that a collision occurs.

oo
=

Collision rate (in %)

5.1.2 Traffic performance

EEDCA = QM-EDCA

6 8 10 1

Contending nodes

Average end-to-end delay (in Sec)

Figure 8 represents the average end-to-end delay as
function of the nodes density (and traffic loade Jable 6),
for EDCA and QM-EDCA protocols. Through these
preliminary results, we see that QM-EDCA can sigaiftly
reduce the delay compared to EDCA, even if thditrédad
increases. As result of the decrease in the nunafer
collisions, the time lost during the collision atié time lost
to retransmit the packet after collision are eliab@d, thing
that explains the ability of QM-EDCA to significantreduce
the delay compared to the EDCA.

3

SEDCA FQM-EDCA
| |

2 4 4 § 10 12 14 16

Contending nodes
Figure 9. Throughput vs. Density/Traffic-load for EDCA
and QM-EDCA
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Contending nodes
Figure 10. Packet delivery ratio vs. density/Traffic-load for
EDCA and QM-EDCA

Figures 9 and 10 represent respectively the thnoutghnd
Packet Delivery Ratio (PDR) as a function of thede®
density (and traffic load, see Table 6), for EDQAd 8QM-
EDCA protocols. These two figures show clearly thizt
QM-EDCA protocol provides better performance corspar
to the EDCA, in terms of throughput and PDR. These
improvements are due to the decrease in the number
collisions in the network, which also engendersdberease
in the retransmissions. In addition, the possipiit rejecting
a packet due to full queue decreases, seen thigtgaspend
less time in queues due to the improvement in ddligg
that improves the PDR even if the load increases.

(=]

Throughput (in Mbps)

—
=
=

Packet delivery ratio (in %a)

5.1.3 Energy Efficiency

Figure 11 represents the lifetime gain over EDCA aas
function of the nodes density (and traffic loads Jable 6),

for QM-EDCA protocol. Through these preliminary uks,

we can clearly see that QM-EDCA can guarantee more
lifetime compared to EDCA. The ability of the menltsmn
that we have incorporated in QM-EDCA to reduceisih

Figure 8. Average end-to-end delay vs. Density/Traffic-loadProbability explains this significant improvemeAs a result

for EDCA and QM-EDCA

of the decrease in the number of collisions, thergn lost
during the collision and the energy lost to retmaibhsthe
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